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International statement calls for backdoor access into encrypted
communications
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Officials from the United Kingdom, United States, Australia, New Zealand, Canada, India and Japan released a

statement[1] calling for big tech firms to allow government access into encrypted communications in the name of
security. The push comes amid concerns that sex traffickers are able to use encrypted communications and, on
the other side, that governments are using hot-button issues to gain even more access to their citizens’ private
communications.
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