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Cybersecurity threats take advantage of crisis

By Sascha Matuszak

News has trickled out[1] regarding new phishing attempts named after the coronavirus and an uptick in attacks. A
crisis, followed by a lockdown, is an optimal time for hackers to infiltrate systems, establish control over
vulnerable networks and demand ransom.
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