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The U.S. Department of Health & Human Services (DHHS) Office of the Assistant Secretary for Preparedness and

Response has convened the Cybersecurity Act (CSA) 405(d) Task Force. The website[1] explains that:

In 2015, the United States Congress passed the Cybersecurity Act of 2015 (CSA),
which includes Section 405(d), Aligning Health Care Industry Security
Approaches. In 2017, HHS convened the CSA 405(d) Task Group, leveraging the
Healthcare and Public Health (HPH) Sector Critical Infrastructure Security and
Resilience Public-Private Partnership. The Task Group is comprised of a diverse
set of over 100 members representing many areas and roles, including
cybersecurity, privacy, healthcare practitioners, Health IT organizations, and
other subject matter experts.
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