C®SMOS

Mavigate the Compliance Universe

Compliance Today - August 2018
Caution when unsubscribing

by Frank Ruelas

Frank Ruelas (francisco.ruelas@dignityhealth.org) is a Facility Compliance Professional with Dignity Health in
Phoenix.

¢ linkedin.com/in/frank-ruelas-350266b

o twitter.com/Frank Ruelas

Computer hackers may use social engineering-related techniques to prompt a computer user to click on a link
that can then launch a malware attack on an organization’s computer system. By keeping aware of the different
attacks used by computer hackers, a computer user can provide an organization with an effective frontline
defense against malware attacks. This month’s Security Awareness Suggestion (SAS) is a reminder how doing
something that seemingly makes sense can compromise the privacy and security of a computer system.
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