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Data breach at cosmetics firm Avon compromises 19 million
customer records

By Sascha Matuszak

Avon, a popular cosmetics company that sells door to door and online, experienced a data breach[1] caused most
likely by ransomware employed by a known hacker group. Sensitive personal data of 19 million customers was
leaked, including names, home addresses and email addresses.
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