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As discussed in my previous three articles, strong security programs comprise both defensive and offensive
measures. Maturity assessments, security assessments, security auditing, and technical vulnerability scanning
are all defensive measures. However, since vulnerability scanners are often used by cybercriminals in an effort to
find and exploit vulnerabilities, technical vulnerability scanning is both offensive and defensive.

This document is only available to members. Please log in or become a member.

Become a Member Login
 

Copyright © 2024 by Society of Corporate Compliance and Ethics (SCCE) & Health Care Compliance Association (HCCA). No claim to original US
Government works. All rights reserved. Usage is governed under this website’s .

- 1 -

Terms of Use

https://compliancecosmos.org/cep-magazine-march-2018
https://compliancecosmos.org/components-strong-cybersecurity-plans-part-4-technical-vulnerability-scanning
mailto:mlanterman@compforensics.com
https://www.corporatecompliance.org/membership/membership-benefits
https://compliancecosmos.org/user/login
https://www.hcca-info.org/terms-use
https://www.hcca-info.org/terms-use

	CEP Magazine - March 2018
	The components of strong cybersecurity plans, Part 4: Technical vulnerability scanning
	This document is only available to members. Please log in or become a member.



